Verzija od 15. oktobra 2020.

**Uvodni kurs pravosudne obuke o visokotehnološkom kriminalu i elektronskim dokazima**

**Test po završetku kursa**

# Test po završetku kursa – Pitanja

Odgovorite na sledeća pitanja (DA ili NE):

|  |  |  |  |
| --- | --- | --- | --- |
|  |  | **DA** | **NE** |
| **1** | U računarskom sistemu je *CPU* (centralni procesor) mesto je gde se skladište podaci |  |  |
| **2** | *Microsoft Office* je operativni sistem |  |  |
| **3** | 213.43.112.45 je *IP* adresa |  |  |
| **4** | Zaglavlje imejla može pružiti dokaz o poreklu poruke |  |  |
| **5** | Društvene mreže koristi više od 50% stanovnika sveta |  |  |
| **6** | Budimpeštanska konvencija je jedini međunarodni ugovor o visokotehnološkom kriminalu i elektronskim dokazima |  |  |
| **7** | U svetu je 40% zemalja koje su ili strane ugovornice ili potpisnice Budimpeštanske konvencije ili pozvane da joj pristupe |  |  |
| **8** | *DDoS* je zlonamerni softver koji se koristi za krađu digitalnih identiteta |  |  |
| **9** | Botnet je mreža kompromitovanih računara koji se koriste u zlonamerne svrhe |  |  |
| **10** | Promena sadržaja (*defacement*) jeste napad na veb-sajt kojim se menja vizuelni izgled sajta ili veb-stranice |  |  |
| **11** | Budimpeštanska konvencija inkriminiše onlajn seksualnu eksploataciju i zlostavljanje dece |  |  |
| **12** | Onlajn kleveta je krivično delo po Budimpeštanskoj konvenciji |  |  |
| **13** | Nezakonito očitavanje i kopiranje podataka sa kreditnih kartica (*skimming & shimming*) dva su oblika zlonamernog softvera (*malware*) |  |  |
| **14** | Sve usluge koje se mogu dobiti na dark vebu (dark web – tamni internet) su nezakonite |  |  |
| **15** | Elektronski dokaz je svaka informacija koja je proizvedena u računarskom sistemu, sačuvana ili preneta u digitalnom obliku, a koja kasnije može biti potrebna da bi se dokazima potkrepila ili osporila činjenica koja je predmet spora u pravnom postupku |  |  |
| **16** | Teže je manipulisati elektronskim dokazima nego fizičkim dokazima |  |  |
| **17** | Svi elektronski uređaji mogu potencijalno biti izvori elektronskih dokaza |  |  |
| **18** | Budimpeštanska konvencija sadrži alate za postupanje sa elektronskim dokazima |  |  |
| **19** | Budimpeštanska konvencija ne sadrži odredbe koje bi se odnosile na međunarodnu krivičnopravnu saradnju u oblasti visokotehnološkog kriminala |  |  |
| **20** | Budimpeštanska konvencija biće zamenjena Drugim dodatnim protokolom |  |  |
| **21** | U okviru Budimpeštanske konvencije Fejsbuk (*Facebook)* treba smatrati pružaocem usluga |  |  |
| **22** | Podaci o saobraćaju su relevantni za sadržaj komunikacije |  |  |
| **23** | Presretanje podataka iz sadržaja nije dopušteno u krivičnoj istrazi |  |  |
| **24** | Delo iz oblasti visokotehnološkog kriminala uvek se izvršava u matičnoj zemlji žrtve |  |  |
| **25** | Mesto za kontakt 24/7 obavezno se uspostavlja u svakoj zemlji koja je strana ugovornica Budimpeštanske konvencije |  |  |